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1. Installer  description 

 

The installer for ATM Intellect Pro is built on InstallShield 2010 and includes the file 
setupATMIntellPro.exe. 

Documentation is available in the Help folder. Software components necessary for 
monitoring by ATM Intellect Pro of the status of uninterruptible power supplies (UPS 
units) are found in the UPS folder.  

Before starting installation, copy the installer package to a local disk and make sure 
that the installer files are not marked as "read-only".  

2. Installation environment and configuration  

 

ATM Intellect Pro is implemented as executable modules, compatible with the 
operation systems supported by the Intellect software (see the Operating system 
requirements chapter in the Administrator’s Guide). 

The standard OS settings do not need to be changed for installation. On Windows 
Vista and above, you must disable UAC. In Windows 8 and 8.1 it is necessary to 
configure security policies in order to entirely disable UAC (configuring security 
policies is described in the Administrator’s Guide). 

Information on compatibility of ATM-Intellect and Intellect software versions is given 
on the page General information about product releases and versions compatibility. 

3. Hardware requirements  

 

ATM Intellect Pro has the following minimum PC hardware requirements: 

 CPU                                                         Intel Core i5 750 

 RAM (GB)                                                2 

 HDD (GB)                                                200 

 Network adapter 

 Video card with overlay support 

 

 

 

 

 

 

 

 

 

 

https://doc.axxonsoft.com/confluence/display/ASdoc/General+information+about+product+releases+and+versions+compatibility
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4. Installation steps 

 

First, install the Server configuration  of Intellect. When installing Intellect, disable the 
option "Install Intellect as a service". The object "ATM Intellect Pro" must be present 
in the intellect.sec license key. 

Before starting the installer, quit Intellect. To start installation from the installation kit, 
start the file setupATMIntellPro.exe. After you select a language for installation, the 
installation wizard informs that the installation process has begun (Fig. 1) 

 

Fig. 1 
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You are prompted to start installation (Fig. 2). Click the Next button, after which you 
are prompted to accept the End-User License Agreement (Fig. 3). 

 

Fig. 2 

Accept the terms of the End-User License Agreement and click the Next button (Fig. 
3). 

 

Fig. 3 
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After the final installation tasks are completed (Fig. 4), the wizard informs that the 
software has been successfully installed (Fig. 5). 

 

Fig. 4 

 

 

Fig. 5 
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5. Configuration 

 

5.1. Configuring the ATM Intellect Pro object  

Note. All ATM Intellect components (ATM-Intellect Workstation, ATM-Intellect 

Workstation TC and ATM-Intellect Pro) can operate in distributed architecture of the 
digital video surveillance system. In this case all of these objects shall be configured 
locally, not remotely. 

Important: Every time when ATM Intellect Pro is started, it checks for a Backup 

folder at the root of the disk on which Intellect is installed. This folder is created if it 
does not exist already. Do not delete this folder. 

After Intellect is started, in the Hardware tab, you must create the ATM machine and 
IIDK Interface objects (Fig. 6). The ID number of the IIDK Interface object must be 

greater than 100. 

 

Fig. 6 

 

Then create the ATM-Intellect Pro object (Fig. 7). 

 

Fig. 7 

 

After the ATM-Intellect Pro object is created, it can be configured (Fig. 8). 

 

Fig. 8 

 

https://doc.axxonsoft.com/confluence/pages/viewpage.action?pageId=107416093
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IIDK interface – identification number of the IIDK interface. This value is taken from 
the Intellect settings (it matches the ID number of the IIDK interface, see Fig. 6). 

 

Then create one or more child Surveillance Object objects for the ATM-Intellect 
Pro object (Fig. 9) 

 

Fig. 9 

 

After the Surveillance Object object is created, it can be configured (Fig. 10). 

 

Fig. 10 
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To view a dialog box in which you can configure the extent of logging of ATM Intellect 
Pro events (Fig. 11), click the Event log ... button. 

 

Fig. 11 

 

 Auxiliary characters – logs auxiliary characters on the transport level. 

 Alarms – logs alarm events (activation of vibration sensor, temperature 
sensor, or forceable lock opening). 

 System status – logs events related to the system status. 

 Intellect messages – logs system health messages from Intellect. The 
information is saved in a folder inside the software installation folder, in the file 
video.log. 

 Client servicing – logs the performance of financial transactions on the ATM. 

 Archive period (h) – allows archiving the log of events over the given time 
period (in hours). Archives are saved in the DATA subfolder, in the following 
format: namelog_yymmddhhmmss.gz, where 

      namelog is the name of the archived event log 

      yy is the year of archive creation 

      mm is the month of archive creation 

      dd is the day of archive creation 

      hh is the hour of archive creation 

      mm is the minute of archive creation 

      ss is the second of archive creation 
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 File size (MB) – sets the size of the event log file (in megabytes) after which 
the file will be archived. This setting overrides the value in the Archive period 

field. 

 

 

 

 

 Keep archives for (months) – sets the term of storage for the archived event 
log, in months (from 1 to 24). After this term expires, the archives are deleted. 

The main event log is stored in the folder in which the software was installed, in 
the file vsrvYYMMDD.log, where 

 YY is the year 

 MM is the month 

      DD is the day 

To view a dialog box with more configuration options (Fig. 12), click the Advanced ... 

button. 

 

Fig. 12 

Synchronization: 

 Enable – when this option is enabled, ATM Intellect Pro synchronizes its local 
time with the time on the specified source (ATM, self-service terminal, or any 
other protected object). 

 Threshold (sec) – If the local time in ATM Intellect Pro varies from the time on the 
source by more than the amount indicated, the time will be synchronized. ATMs 
made by Smart Card Service can send commands to ATM Intellect Pro to force 
synchronization (in which case the threshold value is ignored). 

 Source – If ATM Intellect Pro is used for multiple objects, select which              
Surveillance Object will serve as the synchronization source. 

Control of connection to ATM-Intellect Workstation: 
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 Enable – If this option is enabled, ATM Intellect Pro will ping ATM Intellect 
Workstation i.e. will include a command inside a technical status packet to 
confirm receipt of the packet. If ATM Intellect Workstation does not respond to 
four test messages in a row, the software decides that there are problems in the 
data link between ATM Intellect Pro and ATM Intellect Workstation. The actions 
that the software takes based on this decision depend on the Restart 
communication channel (client mode) setting. 

 Restart data link (client mode) – when this is option is enabled and ATM Intellect 
Workstation does not acknowledge four technical status packets in a row, the 
problematic data link will be restarted, unless this task is reassigned to other 
software (such as the module IP2X25.exe). 

 

5.2. Configuration of the  Surveillance  Object object 

 

 ID – the unique ID number of the object on which ATM Intellect Pro is installed. 
May contain 3 to 9 characters. 

 TCP port (UPS-SCS) – the port used to listen for messages from the UPS and 
ATMs made by Smart Card Service. 

To open a dialog box for selecting the interface method between ATM Intellect Pro 
and ATM Intellect Workstation (Fig. 13), click the Transmitting ... button. 

 Connection to ATM Intellect Workstation – sets which of the two available 
methods for connecting ATM Intellect Pro to ATM Intellect Workstation will be 
used: Server mode or Client mode. 

 Connection type – indicates the type of transport interface. Can be either TCP/IP 
or RS232. 

 TCP port – port for TCP/IP connections. 

 If RS232 is chosen for the Connection type, the COM port number, speed and 
format must be configured. 
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Fig. 13 

 

If Client mode has been chosen for the connection to ATM Intellect Workstation 

and TCP/IP has been chosen for the Connection type, in the dialog box, indicate 
the   IP address and TCP port of ATM Intellect Workstation. 

 I/O buffer (bytes) – sets the packet size used when sending video frames or 
fragments to ATM Intellect Workstation. For maximum transmission speed, use 
4096. 

 Ping frequency (sec) – This is the frequency at which ATM Intellect Pro sends 
ping test messages about its technical status to ATM Intellect Workstation          
(Client mode). 

 

Sensors: 

The sensors specified in the Intellect settings (Sensor object) should also be 
specified in the settings of ATM Intellect Pro (Fig. 14). The ID numbers for these 
sensors must be whole integers. 
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Fig. 14 

 

A system can include four fixed sensor types (vibration sensor, lock sensor, 
temperature sensor, extra sensor) as well as 12 extension sensors. There is 
another device as well, "Temperature sensor set". 

 Type – This field allows selecting a type of sensor from the 16 types described 
previously. 

 Name – the text which will be sent to ATM Intellect Workstation together with an 
alarm message. This text will be overlaid on the video camera image during the 
subtitling process. 

 ID – This field indicates the sensor that has been previously created in Intellect 
(Sensor object). 

 Attach to camera – This field refers to a Camera object that has been previously 

created in Intellect. 

 Transmit snapshots – To send video frames to ATM Intellect Workstation when 
the sensor is activated, select this check box. In the Assigning to camera field, 
indicate the video camera from which you want video frames to be sent. 
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 Transmit video – To send video to ATM Intellect Workstation when the sensor is 
activated, select this check box. In the Assigning to camera field, indicate the 
video camera from which you want video to be sent. 

 Post-alarm time (sec) – amount of delay between when a sensor is activated and 
when the video archive is triggered, in seconds. The default value is 20 seconds. 

 Pre-alarm time (sec) – the duration of time for which you want to include "pre-
recorded" imagery from before the sensor was activated, in seconds. This option 
allows viewing frames or video captured a short time before the alarm event, in 
addition to those captured at the start of the event itself.  

 Number of frames – the number of video fragment frames to send when a sensor 
is activated (for Video frames transfer mode). 

 Interval (sec) – the interval, in seconds, between video frames (if more than one 
frame is being transmitted). This means that when an alarm occurs, ATM Intellect 
Workstation can receive a whole series of frames that are dispersed over time, 
which increases the likelihood of getting a high-quality still-image frame (for 
Video frames transfer mode). 

 Length (sec) – length of the transmitted video fragment (for Video fragment 
transfer mode). This setting cannot be accessed in this version of the program. 
The length will be determined by the size of the video footage file in the video 
archive. To limit the length of the video fragment that is sent, pause camera 
recording by using a script (a sample script is given later in this guide). 

 Rate (Kb/s) – speed of transmission of the video fragment (for Video fragment 
transfer mode). 

 Captioning – This check box specifies whether captions are superimposed on the 
video image when a sensor is activated. In the Assigning to camera field, indicate 
the video camera on whose video you want to overlay captions. 

 Show for (sec) – the duration of display of captions on the video image, in 
seconds. 

 Temperature sensor set – If it is necessary to monitor temperatures within a 
particular allowable range, enable this option.  For temperature control, a set of 
DS18S20-type temperature sensors is used. Temperature sensors are 
connected through a twisted-pair cable using the Dallas 1-Wire communications 
network to a MicroLAN network adapter; the adapter is connected to the COM 
port of the computer that has ATM Intellect Pro installed. A MicroLAN network 
adapter can be connected to the USB port of the computer on which ATM 
Intellect Pro is installed, by using an additional RS232-to-USB adapter. 

Titles: 

 Display time (sec) – the length of time, in seconds, for which captions are 
displayed on the video image after the corresponding event occurs at the 
protected object (ATM). 

You can also configure which information to display in captions and which 
information to hide. To configure captions, you must create a Captioner object for 
each camera on which you want to overlay captions (Fig. 15). Important: If multiple 
Captioner have been created for a single camera, ATM Intellect Pro will use the 
Captioner that has the lowest ID number. 
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Fig. 15 

To configure the font and location of captions on the screen, in the settings tree, left-
click the corresponding Captioner object. On the right side of the screen, a 
configuration pane appears for the Captioner object (Fig. 16). To configure the font 
face and font size, click the button to the right of the Font line to open the 

corresponding dialog box (Fig. 17).  

 

Fig. 16 



Installation Guide 

 16 

 

Fig. 17 

 

To configure the color of captions, double-click the area to the right of the Color line. 
The color selection dialog box opens (Fig. 18). 

 

Fig. 18 

If you want to attach a JPEG frame or video fragment to the alarm message that is 
sent when a sensor is activated (Sensor object), remember that attachment is made 
only after the current archive file is written to disk. To reduce the waiting time (the 
Post-alarm time (sec) value shown in Fig. 14) and to guarantee that camera footage 
will be recorded, you can create the following script in Intellect, on the Programming 
tab. 
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This scripts is written for a camera with ID number 1 and for a Sensor object whose 
ID number is 1 as well.  With this script, we can set the Post-alarm time value to 7 
seconds.  

OnEvent("GRAY","1","ALARM") 

{ 

[ 

   DoReact("CAM","1","REC_ROLLBACK"); 

   Wait(5); 

   DoReact("CAM","1","REC_STOP"); 

] 

} 

OnEvent("GRAY","1","ALARM") 

{ 

[ 

   Wait(2); 

   DoReact("GRAY","1","CONFIRM"); 

Wait(2); 

   DoReact("GRAY","1","ARM"); 

] 

} 

 

For constant recording mode, do not perform any commands for starting or stopping 
camera recording. In this case the following script variations can be used: 

 

1. Variation 1: when captioning is disabled in sensors settings. In this case 

ATM-Intellect Pro does not stop recording and the program shall be as follows: 

 

OnEvent("GRAY","1","ALARM") 

{ 

[ 

    Wait(5); // Specifies the time after which the recording should be stopped in order 
to get the required clip length or number of frames  

    DoReact("CAM","1","REC_STOP"); 

    Wait(2); // Pre-alarm record time in the camera settings = 2 sec. 

    DoReact("CAM","1","REC_ROLLBACK"); // Start recording with pre-alarm 
recording of 2 seconds. This allows us not to lose data in the archive.  

]  

} 
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2. Variation 2: when captoning is enabled in sensors settings. In this case ATM-

Intellect Pro stops recording in specified time after captions are put onto video 

image. The program shall be as follows: 

 

OnEvent("GRAY","1","ALARM") 

{ 

[ 

    Wait(7); // This time equals to captions displaying time + 2 seconds of pre-alarm 
recording 

    DoReact("CAM","1","REC_ROLLBACK"); // Start recording with pre-alarm 
recording of 2 seconds. This allows us not to lose data in the archive.  

]  

} 

When configuring the Pre-alarm time, Number of frames, and Interval settings      
(Fig. 14), you are advised to keep in mind the configuration of the video camera from 
which the imagery will be sent (specifically, the Pre-alarm recording time setting) (Fig. 
19).  

 

Fig. 19 

Video cameras: 

The video cameras specified in the Intellect settings should also be specified in the 
settings of ATM Intellect Pro (Fig. 20). In addition, you should also indicate the length 
of time (for each video camera) for which you want to keep video archives, in days. 
Video camera and Captioner ID numbers must be whole integers. 
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Fig. 20 
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5.3. Integration with UPS units 

If your computer is equipped with a UPS unit from the Smart-UPS series made by 
APC, the UPS can send messages to ATM Intellect Workstation. 

To begin, configure the StateUPS utility. Create a folder on the disk, for example: 
С:\EVUPS.  Copy the file StateUPS.exe, which is in the UPS folder of the installation 
package, to the EVUPS folder. Then configure the file StateUPS.ini, which is also 
located in the UPS folder of the installation package: 

1. Address – IP address of the computer on which ATM Intellect Pro is installed. 
The default value is 127.0.0.1. If you are installing StateUPS on the same 
computer on which ATM Intellect Pro is installed, you do not need to change 
this setting. 

2. Port – the TCP port on which StateUPS sends messages from the UPS. The 
value of this setting must match the corresponding setting in ATM Intellect 
Pro, TCP port (UPS-SCS) (Fig. 10). 

After the file StateUPS.ini is configured, copy it to the system folder of the operating 
system. For example, if your operating system is installed in the folder C:\WINNT, 
copy the file StateUPS.ini to the folder C:\WINNT\System32\. 

Then install the software supplied by the UPS vendor. Before beginning installation, 
make sure that the interface cable is connected to the UPS. To start the installation 
process, start the file pc521.exe. After installation starts (Fig. 21), on the following 
wizard page (Fig. 22), select the option Continue with the installation now and 
click the Next button. 

 

 

Fig. 21 
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Fig. 22 

After you accept the end-user license agreement (Fig. 23), on the following page of 
the wizard (Fig. 24), select the Typical installation type and indicate the path at 
which you want to install the software. 

 

Fig. 23 
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Fig. 24 

After the necessary files are copied (Fig. 25), you are asked whether you want the 
program to automatically detect the COM port on which the UPS is located (Fig. 26). 
Click the Yes button. 

 

Fig. 25 

 



Installation Guide 

 23 

 

Fig. 26 

 

After a short search (Fig. 27), the program shows the type of UPS that it found and 
the corresponding COM port (Fig. 28). Click the Next button. 

 

Fig. 27 

 

 

Fig. 28 
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Then clear the Enable PowerChute plus remote monitoring check box and click 
the Next button (Fig. 29). 

 

Fig. 29 

The two following wizard pages complete the installation process                          
(Fig. 30 and Fig. 31). 

 

Fig. 30 

 

Fig. 31 

 



Installation Guide 

 25 

Note. The PowerChute  utility configuring process is given in this document as an 
example. Alternative software can have different settings. 

Alternative software must allow binding certain reactions with UPS events. 

Now you must configure PowerChute plus. Start configuration of PowerChute plus, 
by selecting Start>Programs>PowerChute plus>PowerChute plus (Fig. 32). 

 

Fig. 32 

Select the menu item Configuration>Event Actions... In the dialog box that appears   
(Fig. 33), in which events are listed on the left, you can set different reactions for 
event types, on the right side of the window. You are advised to not disable the 
Notify Users option for all events; disable it only if you do not want to send 
messages on the entire domain on which the computer is located. 
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Fig. 33 

 

 

A more complete list of events is given in Table 1. 

Table 1 

ID Code Event Name Description 

1000 PowerChute Started PowerChute service started 

1001 PowerChute Stopped PowerChute service stopped 

1002 Communication Established Communication established 

1003 Utility Power Restored Utility power restored 

1004 UPS Self-Test Passed Self-test passed 

1005 Administrative Shutdown Administrative shutdown 

1006 Shutdown Cancelled Shutdown cancelled 

1007 Returned From Low Battery Battery is out of power 

1009 UPS Battery Replaced Battery replaced 

1013 Overload Condition Solved Overload condition is within normal 
limits 

1014 Runtime Calibration Started Runtime Calibration Started 

1015 Runtime Calibration Finished Runtime Calibration Finished 

1016 System Shutdown Starting System is shutting down 

1102 UPS Internal Temperature In 
Bounds 

Internal temperature is in normal 
range 



Installation Guide 

 27 

2000 UPS On Battery Electricity is off 

2001 System Shutdown Complete System has shut down 

2002 UPS Enabling SmartBoost Reduced voltage 

2003 Low Battery Condition Battery is low 

2004 Runtime Calibration Aborted Runtime calibration aborted 

2007 UPS Enabling SmartTrim Increased voltage 

3000 Lost Communication With UPS Communication lost 

3001 UPS Output Overload Overload 

3002 UPS Self-Test Failed Self-test failed 

3003 UPS Battery Is Discharged Battery discharged 

3004 Comm Lost While On Battery Comm Lost While On Battery 

3016 Battery Needs Replacing Battery must be replaced 

3107 Maximum Internal Temperature 
Exceeded 

High internal temperature 

 

 

You can configure PowerChute plus to send any of the events to ATM Intellect 
Workstation when they occur. It is recommended that you allow events indicated in 
green to be sent to ATM Intellect Workstation. Imagine that we are interested in 
situations when electricity has gone out and the UPS has switched to battery mode 
(ID Code = 2000), and electricity returned a while later (ID Code = 1003). In the list of 
events, select the UPS On Battery event and, for this event, enable the option Run 
Command File (Fig. 34). To the right of the Run Command File line, click the 
Options... button. In the dialog box that appears, indicate the full path to the 

StateUPS utility, which is what we want to start whenever this event occurs (Fig. 35). 
Enclose the path in double quotes. Type a space and then indicate the ID code for 
the UPS On Battery event (which is equal to 2000) (see Table 1). The equivalent 
actions for the Utility Power Restored event are shown in Fig. 36 and Fig. 37. Keep 

in mind that after utility power is restored, the UPS does not always generate the 
Utility Power Restored event; sometimes, it generates the UPS Enabling 
SmartBoost or UPS Enabling SmartTrim events instead. So in order to not "miss" 
when utility power is restored, you are also advised to configure notifications for the 
UPS Enabling SmartBoost or UPS Enabling SmartTrim events. 

Every time the StateUPS utility is launched, a log file is created in the system folder 
of the operating system (System32), with a name resembling:  

upslog_<state>_<date>_<time>.log 
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Fig. 34 

 

Fig. 35 
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Fig. 36 

 

Fig. 37 

The installation package also includes three executable files that have been created 
for specific events: 

 PowerOff.exe – electricity cut off 

 PowerOn.exe – electricity restored 

 BatDisch.exe – battery discharged 

This basic set can be useful for Back-UPS product series that do not support 
invoking subprograms from the command line. 
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5.4. Integration with LanATM (Lanit)  

To obtain captions from an ATM when using LanATM, which is developed by Lanit, 
follow the order of installation and configuration given below: 

 Install Intellect 

 Install LanATM 

 Install ATM Intellect Pro 

 Configure ATM Intellect Pro 

 Configure LanATM 

When one of the cameras is configured, create two Captioner (Fig. 38). The 
Captioner with the smaller ID number will be used by ATM Intellect Pro; the second 
Captioner will be reserved for LanATM (Fig. 39).  

Important: ATM Intellect Pro and LanATM must use different Captioners. 

 

Fig. 38 

 

Fig. 39 

It is not necessary to turn off data display for the second Captioner (Fig. 40). 

 

Fig. 40 
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The video image will now display information from two Captioners (Fig. 41). 

 

Fig. 41 

5.5. Integration with DORS 

When using the utility from DORS for Wincor Nixdorf ATMs, keep the following in 
mind: 

1. Since the utility sends events to Intellect through an ATM object, you must 
create this object in the objects tree in Intellect. Be sure not to confuse this 
with an ATM machine object (Fig. 42). 

 

Fig. 42 

2. For the INSERT_CARD event, the card number is not sent. The card number 
is sent for the TRACK2 (card read), CARD_TAKEN (card taken by client), and 
CARD_RETAIN (card captured by ATM) events. 

3. The utility can send a total of over 20 events from the ATM. If captions are not 
necessary for some events, use the ATM Event Editor to disable them 
accordingly (Fig. 43). To start the editor, select Start>All 
Programs>Intellect>ATM Intellect Pro 4.8.3>ATM Event Editor. 

 

Fig. 43 
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5.6. Integration with the “Gold crown”  

Use the «vmon_itv.dll» integration repository to get events from the ATM if it 
operates with the “Gold system” payment service provider. This repository is shipped 
separately. 

Presence of the «MS Visual C++ 2005 Redistributable» package in the system is 
essential to work with the «vmon_itv.dll» repository. 

After the «vmon_itv.dll» repository is registered in the ATM software settings (in the 
videoMonEvents.in file), it is ought to configure it. Run the «vmon_itv.reg» file and 
agree with saving changes in the registry. 

With the help of the «regedit» utility configure parameters of the «vmon_itv.dll» 
repository in the «HKEY_LOCAL_MACHINE\SOFTWARE\ITV\AtmIntegration» 
registry section (Fig. 44). 

 

Fig. 44 

 

 IpAddress, TcpPort – parameters of connection to the ATM-Intellect Pro. If the ATM-

Intellect Pro is installed on the ATM, don’t change these parameters. 

 LogEnable – enabling the «vmon_evt.log» log transaction.  On default, the log 

transaction is disabled. 

The other parameters are designed for configuring the mode of record by events: 

 StartRecEvents – list of events on which the record is started (separated by 

commas). The value on default is 0. 

 StopRecEvents – list of events on which the record is finished (separated by 

commas). The value on default is 0. 

 RecTOut –  total record time in the mode of record by events. The record will be 

continued for the time which is specified in this parameter if the stop event is not 

received after the start event. the value on default is 120. 

The list of events is presented in the  videoMonEvents.ini file. 

For example, if StartRecEvents = 50 and StopRecEvents = 54, the record by 
cameras will start by the “Card inserted” event and will finish by the “Working with 
client is finished” event. 

If only one of StartRecEvents or StopRecEvents parameters is equal 0, the record is 
performing in the normal mode. 

 

Make sure that the following conditions are fulfilled at the ATM side: 

1. vmon_itv.dll is copied to the bin directory. 
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2. In the conf directory in the videoMonEvents.ini file, the name of dll performing 

events transferring to the video surveillance system is specified:  

dll=vmon_itv.dll.  

3. In the app.xml there is parameter videoMon=”vmon_proxy.dll”. 

4. In the ATM license file there is a “video surveillance” item. 
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